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1. Scope of Application 

The scope of this Code of Conduct covers all employees of Beta Systems Software AG and its sub-
sidiaries. 
An employee for the purposes of this guideline includes the Board, executives, managing directors 
and staff within the meaning of §5 paragraph 1 BetrVG [Works Constitution Act] of Beta Systems 
Software AG and its subsidiaries. 
Beta Systems Software Group means Beta Systems Software AG and its Affiliates worldwide. 
The scope of these guidelines for a Code of Conduct covers all employees of Beta Systems Soft-
ware AG and its subsidiaries. 

2. General Principles 

The economic success of the Beta Systems Software Group is heavily dependent on the Board, ex-
ecutives and each individual employee acting in accordance with the principles of reliability; honest 
and openness in daily business and acknowledging and applying them everywhere and at all times.  
The Code of Conduct is a standard for conduct in dealing with economic, legal and moral challenges 
in everyday commercial activities. The Code of Conduct is meant as a benchmark both within the 
Beta Systems Software Group as well as outwardly. 
This particularly applies to working with customers, suppliers and affiliates, as well as dealing with 
competitors and the financial sector. 
All employees are required to orient themselves on these principles and to comply with them. Ques-
tions or uncertainties can be resolved with the management or compliance office. 

3. Basic Conduct Requirements 

The principles of the Beta Systems Software Group – confidence, trust, transparency, honesty and 
ethical behaviour – are the express cornerstones on which the responsibility to each individual and 
other stakeholders (employees, business partners, banks, people with interests in Beta, sharehold-
ers) is based.  
Violations of the law in a professional context are to be avoided at all costs; personal breaches of 
laws and regulations can in some cases also lead to personal consequences.  
Each person has a personal responsibility towards the company, their colleagues and employees, 
and ultimately, towards other stakeholders which should not be delegated to third parties.  
Where things are unclear, the supervisor, legal department or compliance office should be con-
sulted. 

3.1. Dealing with Company Property and Assets 

Proper, economical and responsible use of company assets represents a vital principle. Inadmissible 
private use of assets and services of the Beta Systems Software Group is unacceptable. Inadmissi-
ble private use means every use of resources that is not for professional purposes or that is not per-
mitted for private purposes on a very small and reasonable scale. 
The careful handling of the provided equipment, be it office materials or telephone, is expected as a 
matter of course. 
In this field of payments, particularly high requirements for honesty and integrity apply.  

3.2. Special Duties for Executives 

The executives in the Beta Systems Software Group have a particularly high level of responsibility 
for their employees. They are expected to act as role models, as well as taking on responsibility, in 
terms of compliance with the Code of Conduct. Executives also assume responsibility for and super-
vision of resolving conflicts. Executives also continue to assume responsibility, supervision and con-
trol when delegating individual tasks. 
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Amongst the duties of executives are, amongst others: 
 

• A general duty of care in the selection of employees in terms of personal and professional 
suitability, 

• the duty to provide in such a manner, that the delegated responsibility and the accompany-
ing completion of the task is in accordance with the principles of the Beta Systems Software 
Group and the respective national legal provisions, 

• the duty to manage the observance, respect for and compliance with the principles of the 
Beta Systems Software Group and the legal provisions and 

• provision of education about potential sanctions against such employees as violate the be-
havioural principles of the Beta Systems Software Group or legal provisions. 

  
Beta Systems Software AG Group executives support employees with training and open discussions 
about accepting responsibility at any time. 

3.3. Common Sense  

The principles established in this Code of Conduct represent basic rules that cannot replace respon-
sibility as an employee of the Beta Systems Software Group or common sense.  

4. Social Responsibility 

From this responsibility comes the observance of and compliance with the law, and the obligation to 
ensure compliance with the applicable national law in addition to German jurisprudence in commer-
cial decisions. 

4.1. Human rights 

The observance of requirements and expectations of the community in adhering to human rights is 
to be considered a priority. Ethical behaviour is a principle of the Beta Systems Software Group and 
of daily business. In the Beta Systems Group, employment under the applicable legal age limit is 
strictly prohibited.  

4.2. Equal Opportunities  

In the Beta Systems Software Group, people are treated in a fair, open and unprejudiced manner. 
All employees are required to respect and contribute to the principles of equal opportunities and 
non-discrimination.  

4.3. Minimum Wages 

For compliance with the principles of the Code of Conduct of the Beta Systems Software Group it is 
vital that in the remuneration of its employees the legal requirements are met on all sides. The ob-
servance and compliance with the law regulating a general minimum wage is absolutely mandatory 
not only within the Beta Systems Software Group but for the continuation of various business rela-
tionships the compliance with this law on the side of our business partners is for the Beta Systems 
Software Group not discussable. 

4.4. Safety at Work 

Safety at work is paramount at the Beta Systems Software Group. That's why all employees are 
supported in avoiding occupational accidents, occupational diseases and work-related illnesses. 
Every employee is required to inform their supervisor or safety officer if they notice anything that 
does not meet the requirements for occupational safety, as part of taking personal responsibility. 
This also includes protecting health and safety-related measures in terms of workplace safety.  
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4.5. Environmental Protection 

Environmental and climate protection are among the greatest challenges of our time. Compli-
ance with laws and international standards for the protection of the environment and the climate 
are a matter of course. 
In addition, the employees of the Beta Systems Software Group are called upon to always keep 
the protection and preservation of the environment in mind and to ensure the economical use of 
resources and energy within the scope of their professional activities. 
In this context, the Beta Systems Software Group strives to further reduce its CO2 footprint and 
thus to approach the goal of CO2 neutrality in the medium term. Some centrally controlled 
measures have already been implemented, such as the switch to green electricity or the re-
placement of non-energy-efficient equipment. But it depends on each and every one of us if we 
want to reach the goal. All employees must ask themselves in their actions how environmentally 
damaging an individual measure is and whether there are not alternatives. Examples of such 
measures are: 

• Business trips are preferably made by train 

• Railcards, public transport cards and e-bikes instead of company cars. 

• If a company car is required, consider alternative environmentally friendly means of 
transport (e.g. gas or hybrid drive for short journeys). 

• Consideration of energy consumption in all procurements, including checking whether an 
item can be used for a longer period of time. 

• Environmentally conscious disposal processes 

5. Transparent Business Relationships and a Fair Market Presence  

The legal framework and the company's internal guidelines are to be communicated consistently and 
clearly in the course of business.  

5.1. Being fair and responsible competitors 

The Beta Systems Software Group participates in the market as a fair and responsible competitor, 
and reminds every employee of their obligation to comply with the rules of fair competition, which is 
protected by the applicable competition and anti-trust laws and general ethical behaviour in competi-
tion. A violation of the rules of fair and open competition can lead to heavy fines and penalties for the 
Beta Systems Software Group and to a damaging reputation. A loss of reputation as a consequence 
of misconduct is difficult to repair. 
In particular, we draw attention to the fact that agreements and concerted practices between com-
petitors with the purpose or effect of preventing or limiting competition and any kind of collusion on 
prices between competitors is strictly prohibited.  
Furthermore, attention must be paid that no agreement – verbal or in writing – is made with competi-
tors where prices, volumes or other product-relevant data are exchanged or discussed that can re-
sult in conclusions being drawn about commercial dealings. 
A distinction between permissible and non-permissible actions is very difficult for operative business 
in particular. In the case of questions or doubts, the supervisor, legal department of compliance of-
fice is to be consulted immediately so as not to jeopardise commercial success. 

5.2. Gifts, Hospitality and Invitations 

In business relationships, gifts, hospitality and invitations are very common, whereby customs in dif-
ferent countries can present different challenges.  
This is why we urge you to only accept invitations from business partners if they comply with the 
Beta Systems Software Group framework and a refusal would be impolite. The framework, which is 
seen as reasonable, is to avoid potential corrupt dealings as a result of violations, in order to protect 
the Beta Systems Software Group. The objective must be to avoid decisions as a result of irrelevant 
considerations. Corruption, which can result in fines for both employees and for the Group, will not 
be tolerated. 
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The Beta Systems Software Group faces fair competition and does not try to influence it with banned 
means. You must also pay attention to your environment. Services that are over and above the 
framework set out by the Beta Systems Software Group may not be accepted. 
Employees receiving offers of such services must immediately inform the compliance office. The val-
ues set out in the Beta Systems Software Group gifts and donations guidelines must be observed. 

5.2.1. Offering and Providing Advantages 

Unauthorised advantages may not be offered or provided at home or abroad, directly or indirectly, in 
connection with any business, whether this takes the form of cash payments or other services.   
Promotional gifts to business partners must be chosen so as not to cause any appearance of unfair-
ness or inconsistency on the part of the recipient. If in doubt, ask the recipient to seek approval in 
writing from their supervisor for the receipt of the gift. In the case of a refusal, do not hand over the 
gift. 
Civil servants and other officials at home and abroad may never be given gifts or other advantages. 
Consultants, employees of the Beta Systems Software Group or other third parties should also not 
be offered or provided with advantages when initiating or concluding business transactions. 
Third parties may not be incited to violate these rules of conduct as intermediaries either for the ben-
efit or detriment of the Beta Systems Software Group. 
 
When granting or accepting gifts, the Beta Systems Software Group gifts and donations guidelines 
must be observed. If you have any questions, contact the compliance office. 

5.2.2. Requesting or Receiving Advantages 

Employment in the Beta Systems Software Group should not be used to acquire, request or be 
promised advantages. If in doubt, immediately consult the compliance office. Failing to consult can 
be seen as a case of unfair acceptance. 

5.3. Fair Trading 

As part of a fair presence and behaviour in competition, the Beta Systems Software Group does not 
prefer any one supplier or service provider over another without good reason.  
The purchasing process provided by the Beta Systems Software Group must be observed and any 
deviation avoided.  

5.4. Conflict of Interests 

Conflicts of interests can arise when an employee's private interests clash with those of the Beta 
Systems Software Group. Existing or potential conflicts of interests should therefore be immediately 
communicated to a supervisor or the compliance office.  
Conflicts of interests can result in unforeseen damages for each employee and/or the Beta Systems 
Software Group. 

5.5. Capital Markets, Finance and Accounting 

The Beta Systems Software Group depends on the trust of its shareholders and business partners, 
which means that proper financial reporting and accounting are an absolute necessity. Irregularities 
may have severe consequences. Compliance with the statutory framework for proper accounting 
and financial reporting must be our first concern.  
 
The Members of the Board, the Head of Accounting and all Beta employees who deal with financial 
matters are urged to pay special attention to the following points: 
 

• Ensuring the accurate, timely and complete compliance of each transaction with the relevant 
principles of proper accounting, the applicable accounting standards and other financial reg-
ulations 

• Taking precautions to ensure that the disclosure of facts in reports, documents and all other 
publications is correct, accurate, timely and understandable 

• Treating financial affairs in an honest, responsible, careful, competent and prudent manner 

• Maintaining expertise necessary for handling financial affairs. 
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Every employee must ensure that all business transactions are sufficiently documented, reported 
completely, promptly and correctly in the accounts, if this is their responsibility. Should irregularities 
be discovered, the supervisor or CFO may also be informed as well as the compliance office. 

5.6. Insider Trading 

Any use or disclosure of inside information or using such information for the purchase or sale of 
shares, other securities or financial instruments of the Beta Systems Software Group is strictly pro-
hibited. In this respect, we draw your attention to the company-wide insider trading policy of the Beta 
Systems Software Group. 
Insider information can be: earnings estimates, risks of losses or other business information not pub-
licly known that can influence the share price of Beta Systems Software AG, whether positively or 
negatively. 
Every department is responsible for ensuring that no insider information is communicated to anyone 
outside the company without obtaining prior permission from the legal department or investor rela-
tions. Within the Beta Systems Software Group, communication of such information is only permitted 
if the recipient requires the information for completing a work-related task.   

6. Handling Information 

The handling of employee and customer information and company-specific expertise must be pro-
tected. 

6.1. Data Protection 

There are specific, data protection regulations for handling personal data, especially for its communi-
cation. The gathering, storage, processing and other use of personal data requires either the con-
sent of the individual or a legal basis. In particular, data of employees, customers, shareholders, 
business partners and third parties are included in the confidential and secure handling of personal 
data. Personal data may not be used for any other purpose than that for which they were originally 
collected. 
In the case of questions or doubts, the data protection officer should be consulted. 

6.2. Protection of Expertise, Company and Trade Secrets 

There is a personal responsibility for the protection of the intellectual property rights of the Beta Sys-
tems Software Group. Maintaining the confidentiality of trade secrets falls under the responsibility of 
all employees. The intellectual property of Beta Systems Software group is to be respected. The ex-
pertise and company and trade secrets must be handled carefully. Confidential information must be 
protected, by neither transferring, nor publishing or making them available to third parties, unless in-
structed to do so by the employer.  In the case of questions, a supervisor or legal department should 
be consulted. 
 
The following are some examples of confidential information: Source code, software and other in-
ventions or developments developed or licensed by or for the Beta Systems Software Group, prod-
uct development plans, pricing policies, analyses of the current or potential competition, business or 
financial plans as well as internal business processes, business procedures, strategy discussions or 
business opportunities. 

6.3. Protection of Third Party Rights 

The intellectual property of third parties is to be respected and the relevant licensing terms are to be 
observed, as well as those applicable in individual cases. In addition to source code, software, other 
inventions or developments, the product development plans, pricing policies, analyses, business and 
finance plans of third parties also belong to things whose use is prohibited without a license and/or 
written permission from the copyright holder. 
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6.4. Secrecy 

Secrecy must be maintained about all internal Beta Systems Software Group affairs that have not 
been made public. 

7. Compliance Office 

Each employee of the Beta Systems Software Group can bring a personal complaint against their 
supervisor or any other designated person, agency or council. Equally, circumstances or facts can 
be noted which suggest a violation of the Code of Conduct. Openness is a fundamental principle in 
the Beta Systems Software Group. Upon suspicion of non-compliance with applicable laws, regula-
tions or internal instructions, the compliance office is always available as a contact or notifiable of-
fice.  

8. Information and Training 

Employees are given detailed information about the Code of Conduct in staff meetings. All employ-
ees are also kept up to date on important amendments affecting provisions within the Code of Con-
duct. 

9. Final Provisions 

The Code of Conduct comes into effect on April 1st, 2021. 
 
 
Berlin, 03.03.2021 
 
 
Signed    signed    signed 
________________  ___________________  ___________________  
Gerald Schmedding  Dr. Andreas Huth  Armin Steiner 
Member of the Board  Member of the Board  Member of the Board 


